**Как научить ребенка быть осторожным в Сети и не стать жертвой интернет-мошенников**

Кибермошенничество — один из видов киберпреступления, целью которого является обман пользователей: незаконное получение доступа либо хищение личной информации (номера банковских счетов, паспортные данные, коды, пароли и др.), с целью причинить материальный или иной ущерб. Предупреждение кибермошенничества:

1) Проинформируйте ребенка о самых распространенных методах мошенничества и научите его советоваться со взрослыми перед тем, как воспользоваться теми или иными услугами в Интернете;

2) Установите на свои компьютеры антивирус или, например, персональный брандмауэр. Эти приложения наблюдают за трафиком и могут быть использованы для выполнения множества действий на зараженных системах, наиболее частым из которых является кража конфиденциальных данных.

Безопасное совершение покупок в Интернет-магазинах:

1) Прежде чем совершить покупку в интернет-магазине, удостоверьтесь в его надежности.

2) Необходимо вместе с ребенком познакомиться с отзывами покупателей.

3) Проверьте реквизиты и название юридического лица – владельца магазина.

4) Уточните, как долго существует магазин. Посмотреть можно в поисковике или по дате регистрации домена (сервис WhoIs).

5) Поинтересуйтесь, выдает ли магазин кассовый чек.

6) Сравните цены в разных интернет-магазинах.

7) Позвоните в справочную магазина.

8) Обратите внимание на правила интернет-магазина.

9) Выясните, сколько точно вам придется заплатить.